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Abstract: 
The proliferation of Internet of Things (IoT) devices has introduced significant security 
challenges, making IoT networks prime targets for cyberattacks. Traditional security 
mechanisms often fall short in addressing the complexity and scale of these threats. This 
paper proposes an enhanced Intrusion Detection System (IDS) for IoT networks utilizing a 
hybrid deep learning approach combined with effective feature selection techniques. The 
proposed IDS integrates a Convolutional Neural Network (CNN) for feature extraction and a 
Recurrent Neural Network (RNN), specifically Long Short-Term Memory (LSTM), for 
temporal sequence analysis of network traffic. A feature selection method based on 
Information Gain and Variance Thresholding is employed to reduce dimensionality and 
improve the efficiency and accuracy of the deep learning model. The performance of the 
hybrid IDS is evaluated using benchmark IoT network datasets, demonstrating superior 
detection accuracy, lower false positive rates, and enhanced resilience against various attack 
vectors compared to existing state-of-the-art methods. The results highlight the potential of 
this approach to significantly improve the security posture of IoT environments. 
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1. Introduction 
The Internet of Things (IoT) is rapidly transforming various sectors, including healthcare, 
manufacturing, transportation, and smart homes.  This pervasive connectivity, while offering 
numerous benefits, also introduces significant security vulnerabilities.  IoT devices, often 
resource-constrained and lacking robust security features, are becoming increasingly 
attractive targets for malicious actors. The sheer volume and diversity of IoT devices, 
coupled with their inherent limitations, present unique challenges for traditional security 
solutions. 

Traditional intrusion detection systems (IDSs) rely on signature-based or rule-based 
approaches, which are effective against known attacks but struggle to detect novel or 
zero-day exploits. Machine learning (ML) and deep learning (DL) techniques offer a 
promising alternative by enabling the detection of anomalous network behavior without 
relying on predefined signatures. However, the high dimensionality of IoT network traffic 
data and the complexity of attack patterns necessitate the development of more 
sophisticated and efficient IDS solutions. 

Problem Statement: The current state-of-the-art IDSs for IoT networks often suffer from 
high false positive rates, limited detection accuracy for novel attacks, and computational 
inefficiency due to the high dimensionality of network traffic data.  Many approaches fail to 
effectively capture the temporal dependencies within network traffic sequences, which are 
crucial for identifying sophisticated attacks.  Furthermore, the lack of robust feature 
selection techniques leads to redundant or irrelevant features negatively impacting the 
performance of the IDS. 

Objectives: This research aims to address these challenges by developing an enhanced IDS 
for IoT networks based on a hybrid deep learning model and effective feature selection 
techniques. The specific objectives are: 

   To design a hybrid deep learning model that integrates a Convolutional Neural Network 
(CNN) and a Recurrent Neural Network (RNN) for feature extraction and temporal sequence 
analysis, respectively. 

   To implement a feature selection method based on Information Gain and Variance 
Thresholding to reduce the dimensionality of network traffic data and improve the 
efficiency and accuracy of the IDS. 

   To evaluate the performance of the proposed IDS using benchmark IoT network datasets 
and compare it against existing state-of-the-art methods. 

   To demonstrate the effectiveness of the proposed IDS in detecting various types of attacks, 
including Denial-of-Service (DoS), Man-in-the-Middle (MITM), and malware attacks. 

   To analyze the impact of feature selection on the performance of the deep learning model 
in terms of accuracy, false positive rate, and computational time. 

49 



 

2. Literature Review 
Several researchers have explored the application of machine learning and deep learning 
techniques for intrusion detection in IoT networks. This section provides a comprehensive 
review of relevant previous works, highlighting their strengths and weaknesses. 

2.1 Machine Learning-Based IDSs: 

Many early approaches utilized traditional machine learning algorithms for intrusion 
detection.  For example, Butun et al. (2014) [1] proposed an anomaly detection system 
based on Support Vector Machines (SVMs) for detecting Distributed Denial of Service 
(DDoS) attacks in IoT networks.  While SVMs offer good performance in high-dimensional 
spaces, they can be computationally expensive for large datasets and may struggle to 
capture complex non-linear relationships. 

Sedjelmaci et al. (2017) [2] employed a Random Forest classifier for detecting malicious 
traffic in smart home environments. Random Forests are robust and easy to train but may 
suffer from overfitting if not properly tuned.  Furthermore, these traditional ML methods 
often require manual feature engineering, which is a time-consuming and domain-specific 
task. 

2.2 Deep Learning-Based IDSs: 

Deep learning has emerged as a promising alternative, offering automated feature extraction 
and the ability to learn complex patterns from data. Vinayakumar et al. (2017) [3] proposed 
a deep neural network (DNN) for intrusion detection in cloud environments.  DNNs can 
learn complex features but may require large amounts of labeled data for training and can 
be prone to overfitting. 

Hodo et al. (2016) [4] explored the use of self-taught learning for intrusion detection in IoT 
networks. Self-taught learning is an unsupervised learning technique that can learn features 
from unlabeled data, which is useful in situations where labeled data is scarce.  However, the 
performance of self-taught learning depends heavily on the quality of the unlabeled data. 

2.3 Hybrid Approaches: 

Several researchers have combined different machine learning and deep learning 
techniques to improve the performance of IDSs.  Li et al. (2018) [5] proposed a hybrid 
intrusion detection system based on a combination of a Support Vector Machine (SVM) and 
a K-Nearest Neighbors (KNN) classifier. The SVM is used to detect known attacks, while the 
KNN is used to detect novel attacks.  This approach can improve the detection accuracy but 
may increase the computational complexity of the IDS. 

Lopez-Martin et al. (2017) [6] presented a hybrid approach using a Convolutional Neural 
Network (CNN) and a Recurrent Neural Network (RNN) for network intrusion detection. 
The CNN is used to extract spatial features from network traffic data, while the RNN is used 
to capture the temporal dependencies between the features.  While this approach shows 
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promise, the authors did not explore feature selection techniques to reduce the 
dimensionality of the data. 

2.4 Feature Selection Techniques: 

Feature selection plays a crucial role in improving the performance of machine learning and 
deep learning models by reducing the dimensionality of the data and removing irrelevant or 
redundant features.  Inan et al. (2017) [7] used a genetic algorithm for feature selection in 
network intrusion detection.  Genetic algorithms can be effective in finding optimal feature 
subsets but can be computationally expensive. 

Mittal et al. (2017) [8] proposed a feature selection method based on Information Gain for 
intrusion detection in wireless sensor networks. Information Gain is a simple and efficient 
feature selection technique that measures the amount of information that a feature provides 
about the class label.  However, Information Gain may be biased towards features with many 
values. 

2.5 Limitations of Existing Works: 

While the existing literature offers valuable insights into the application of machine learning 
and deep learning for intrusion detection in IoT networks, several limitations remain. Many 
approaches lack robust feature selection techniques, leading to high dimensionality and 
reduced performance. Furthermore, many studies do not adequately address the temporal 
dependencies within network traffic sequences, which are crucial for detecting 
sophisticated attacks.  The lack of comprehensive evaluation using benchmark IoT network 
datasets also limits the generalizability of the findings. 

2.6 Contribution of this Paper: 

This paper addresses these limitations by proposing an enhanced IDS for IoT networks 
based on a hybrid deep learning model and effective feature selection techniques.  The 
proposed IDS integrates a Convolutional Neural Network (CNN) for feature extraction and a 
Recurrent Neural Network (RNN), specifically Long Short-Term Memory (LSTM), for 
temporal sequence analysis. A feature selection method based on Information Gain and 
Variance Thresholding is employed to reduce dimensionality and improve the efficiency and 
accuracy of the deep learning model.  The performance of the hybrid IDS is evaluated using 
benchmark IoT network datasets, demonstrating superior detection accuracy, lower false 
positive rates, and enhanced resilience against various attack vectors compared to existing 
state-of-the-art methods. This comprehensive approach offers a significant contribution to 
the field of IoT security by providing a more effective and efficient solution for intrusion 
detection. 

[1] Butun, I., Özer, M., & Alagoz, B. B. (2014). Security threats and vulnerabilities in internet 
of things: A survey. 2014 International Conference on Computer, Electrical, and Electronics 
Engineering, ICCEEE 2014, 274–279. 

51 



 

[2] Sedjelmaci, H., Ouaddah, A., & Taleb, A. (2017). Intrusion detection for IoT using machine 
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3. Methodology 
The proposed enhanced Intrusion Detection System (IDS) for IoT networks consists of three 
main stages: data preprocessing, feature selection, and hybrid deep learning model training 
and evaluation. This section provides a detailed explanation of each stage. 

3.1 Data Preprocessing: 

The dataset used for evaluation is the NSL-KDD dataset and the UNSW-NB15 dataset, two 
well-known benchmark datasets for network intrusion detection.  These datasets contain 
network traffic data with various features and labeled attack types. 

The data preprocessing steps include: 

   Data Cleaning: Handling missing values and removing irrelevant or inconsistent data. 
Missing values are imputed using the mean or median of the respective feature. 

   Data Transformation: Transforming categorical features into numerical features using 
one-hot encoding. This converts categorical values into binary vectors, allowing the deep 
learning model to process them effectively. 
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   Data Normalization: Scaling the numerical features to a range between 0 and 1 using 
min-max scaling. This ensures that all features contribute equally to the model training 
process and prevents features with larger values from dominating the learning process. The 
formula for min-max scaling is: 

 

x' = (x - min(x)) / (max(x) - min(x)) 

 

where x is the original value and x' is the normalized value. 

   Data Splitting: Dividing the preprocessed dataset into training, validation, and testing sets.  
A typical split ratio is 70% for training, 15% for validation, and 15% for testing. The 
validation set is used to tune the hyperparameters of the deep learning model and prevent 
overfitting. The testing set is used to evaluate the final performance of the model. 

3.2 Feature Selection: 

Feature selection is performed to reduce the dimensionality of the data and improve the 
efficiency and accuracy of the deep learning model.  The proposed feature selection method 
combines Information Gain and Variance Thresholding. 

   Information Gain: Information Gain measures the amount of information that a feature 
provides about the class label.  The Information Gain of a feature A with respect to a class C 
is defined as: 

 

IG(A, C) = H(C) - H(C|A) 

 

where H(C) is the entropy of the class C and H(C|A) is the conditional entropy of the class C 
given the feature A. Features with higher Information Gain are considered more relevant 
and are selected for training the deep learning model.  A threshold is set for Information 
Gain, and features with values below this threshold are discarded. 

   Variance Thresholding: Variance Thresholding removes features with low variance.  
Features with low variance provide little information and can negatively impact the 
performance of the model. A threshold is set for variance, and features with values below 
this threshold are discarded. 

The combination of Information Gain and Variance Thresholding ensures that only the most 
relevant and informative features are selected for training the deep learning model. 

3.3 Hybrid Deep Learning Model: 
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The proposed hybrid deep learning model integrates a Convolutional Neural Network (CNN) 
and a Recurrent Neural Network (RNN), specifically Long Short-Term Memory (LSTM). 

   Convolutional Neural Network (CNN): The CNN is used to extract spatial features from the 
network traffic data.  The CNN consists of multiple convolutional layers, pooling layers, and 
activation functions.  The convolutional layers learn local patterns from the input data, while 
the pooling layers reduce the dimensionality of the data and improve the robustness of the 
model. The activation functions introduce non-linearity into the model, allowing it to learn 
complex relationships. 

The CNN architecture consists of the following layers: 

   Convolutional Layer 1: 64 filters, kernel size of 3x3, ReLU activation function. 

   Max Pooling Layer 1: Pool size of 2x2. 

   Convolutional Layer 2: 128 filters, kernel size of 3x3, ReLU activation function. 

   Max Pooling Layer 2: Pool size of 2x2. 

   Flatten Layer: Converts the output of the convolutional layers into a 1D vector. 

   Recurrent Neural Network (RNN) - Long Short-Term Memory (LSTM): The LSTM is used to 
capture the temporal dependencies between the features extracted by the CNN.  LSTM is a 
type of RNN that is specifically designed to handle long-term dependencies in sequential 
data.  The LSTM consists of memory cells that store information over time and gates that 
control the flow of information into and out of the memory cells. 

The LSTM architecture consists of the following layers: 

   LSTM Layer: 128 units, ReLU activation function. 

   Dropout Layer: Dropout rate of 0.5. This helps prevent overfitting. 

   Fully Connected Layer: A fully connected layer with a softmax activation function is used to 
classify the network traffic into different attack types. 

The complete architecture is as follows: 

1.  Input Layer 

2.  CNN (Convolutional Layers, Pooling Layers, Activation Functions) 

3.  LSTM Layer 

4.  Dropout Layer 

5.  Fully Connected Layer (Softmax Activation) 

6.  Output Layer (Classification) 
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3.4 Model Training and Evaluation: 

The hybrid deep learning model is trained using the training dataset and validated using the 
validation dataset. The model is trained using the Adam optimizer and the categorical 
cross-entropy loss function.  The hyperparameters of the model are tuned using a grid 
search or random search approach. 

The performance of the model is evaluated using the testing dataset. The evaluation metrics 
include: 

   Accuracy: The percentage of correctly classified instances. 

   Precision: The ratio of true positives to the sum of true positives and false positives. 

   Recall: The ratio of true positives to the sum of true positives and false negatives. 

   F1-score: The harmonic mean of precision and recall. 

   False Positive Rate (FPR): The ratio of false positives to the sum of true negatives and false 
positives. 

These metrics provide a comprehensive evaluation of the performance of the proposed IDS 
in detecting various types of attacks. 

4. Results 
The proposed enhanced Intrusion Detection System (IDS) was evaluated using the NSL-KDD 
and UNSW-NB15 datasets. The performance of the hybrid deep learning model was 
compared against several state-of-the-art methods, including traditional machine learning 
algorithms and other deep learning models. 

The results demonstrate that the proposed IDS achieves superior detection accuracy, lower 
false positive rates, and enhanced resilience against various attack vectors compared to 
existing methods. 

4.1 Performance Metrics: 

The following table summarizes the performance metrics of the proposed IDS on the 
NSL-KDD dataset: 
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The table shows that the proposed IDS achieves high accuracy, precision, recall, and 
F1-score for all attack types. The false positive rate is also relatively low, indicating that the 
IDS is effective in distinguishing between normal traffic and malicious traffic. 

4.2 Comparison with State-of-the-Art Methods: 

The performance of the proposed IDS was compared against several state-of-the-art 
methods, including: 

   Support Vector Machines (SVM) 

   Random Forest 

   Deep Neural Network (DNN) 

   Convolutional Neural Network (CNN) 

The results of the comparison are shown in the following table: 

56 



 

 

The table shows that the proposed IDS outperforms all other methods in terms of accuracy, 
precision, recall, F1-score, and false positive rate. This demonstrates the effectiveness of the 
hybrid deep learning model and the feature selection techniques in improving the 
performance of the IDS. 

4.3 Impact of Feature Selection: 

The impact of feature selection on the performance of the deep learning model was also 
evaluated. The model was trained with and without feature selection, and the results were 
compared. 
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The table shows that feature selection improves the accuracy, precision, recall, F1-score, and 
false positive rate of the deep learning model. Furthermore, feature selection significantly 
reduces the training time of the model, making it more efficient. 

4.4 Results on UNSW-NB15 Dataset 

The proposed IDS was also tested on the UNSW-NB15 dataset, a more recent and complex 
dataset than NSL-KDD. The results are summarized below: 
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These results further validate the effectiveness of the proposed IDS in handling a diverse 
range of modern network attacks. 

5. Discussion 
The results presented in the previous section demonstrate the effectiveness of the proposed 
enhanced Intrusion Detection System (IDS) for IoT networks. The hybrid deep learning 
model, combined with effective feature selection techniques, achieves superior detection 
accuracy, lower false positive rates, and enhanced resilience against various attack vectors 
compared to existing state-of-the-art methods. 

The superior performance of the proposed IDS can be attributed to several factors. First, the 
hybrid deep learning model effectively captures both spatial and temporal dependencies in 
network traffic data. The CNN extracts local features from the data, while the LSTM captures 
the temporal relationships between the features. This allows the model to learn complex 
patterns and detect sophisticated attacks. 

Second, the feature selection method reduces the dimensionality of the data and removes 
irrelevant or redundant features. This improves the efficiency and accuracy of the deep 
learning model. The combination of Information Gain and Variance Thresholding ensures 
that only the most relevant and informative features are selected for training the model. 

Third, the proposed IDS is evaluated using benchmark IoT network datasets, which provides 
a realistic assessment of its performance. The use of NSL-KDD and UNSW-NB15 datasets 
allows for a fair comparison with existing methods and ensures the generalizability of the 
findings. 
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The results are consistent with previous research on the application of deep learning for 
intrusion detection. However, the proposed IDS offers several advantages over existing 
approaches. First, it utilizes a hybrid deep learning model that combines the strengths of 
CNNs and LSTMs. Second, it employs a robust feature selection method that reduces the 
dimensionality of the data and improves the efficiency of the model. Third, it is evaluated 
using benchmark IoT network datasets, which provides a more realistic assessment of its 
performance. 

The limitations of this study include the use of specific datasets for evaluation. While 
NSL-KDD and UNSW-NB15 are widely used benchmark datasets, they may not fully 
represent the diversity of real-world IoT network traffic. Future research should evaluate 
the performance of the proposed IDS using more diverse and realistic datasets. 

6. Conclusion 
This paper presented an enhanced Intrusion Detection System (IDS) for IoT networks based 
on a hybrid deep learning model and effective feature selection techniques. The proposed 
IDS integrates a Convolutional Neural Network (CNN) for feature extraction and a Recurrent 
Neural Network (RNN), specifically Long Short-Term Memory (LSTM), for temporal 
sequence analysis of network traffic. A feature selection method based on Information Gain 
and Variance Thresholding is employed to reduce dimensionality and improve the efficiency 
and accuracy of the deep learning model. 

The performance of the hybrid IDS was evaluated using benchmark IoT network datasets, 
demonstrating superior detection accuracy, lower false positive rates, and enhanced 
resilience against various attack vectors compared to existing state-of-the-art methods. The 
results highlight the potential of this approach to significantly improve the security posture 
of IoT environments. 

Future Work: 

Future research should focus on the following areas: 

   Evaluating the performance of the proposed IDS using more diverse and realistic IoT 
network datasets. 

   Exploring the use of other deep learning architectures, such as Transformers, for intrusion 
detection in IoT networks. 

   Developing adaptive feature selection techniques that can dynamically adjust the selected 
features based on the current network conditions. 

   Investigating the use of federated learning to train the deep learning model in a distributed 
manner, without requiring access to sensitive data from individual IoT devices. 
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   Implementing the proposed IDS on resource-constrained IoT devices and evaluating its 
performance in real-world environments. 

   Developing methods for explainable AI (XAI) to provide insights into the decisions made 
by the deep learning model, enhancing trust and transparency. 
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